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Hugo Sandoval Cedillo
 33 years

EDUCATION
Universidad Tecnológica de México 
Bachelor Degree in Administration of Information Technologies
Bachelor Degree in Business Administration
Certifications/Trainings
	Certifications

• Cisco: (200-125) Cisco Certified Network Associate (CCNA). 

• Cisco: (500-260) Cisco ASA Express Security (SAEXS). 

• Fortinet: NSE4 (Network Security Administrator). 

• FireEye: FireEye Systems Engineer. 

• LogRhythm: 100 Series - Sales Training 

• Mcafee: ePolicy Orchestrator 5.1. 

• Kaspersky: KLE Kaspersky Endpoint Security and Management. Small Business. 

• MobileIron: Account Executive Fundamentals 

• IMPERVA: P110: Partner Training - Demonstrating Imperva 2017. 

• Marca Exinda: ECNA (Exinda Certified Network Associate). 


	Courses

• Cisco CCNA 200-125 Routing & Switching, 70 hours of training. 

• Course Cisco ASA with FirePOWER services. ( 

• Fortinet Training Course, FortiOS Advanced v5.2. 

• FireEYE Partner SE Training RoadShow.  

• LogRhythm 200 Series - Pre-Sales Sales Engineering 

• LogRhythm 310 In-Person Fundamental Product Training - 7.2 

• McAfee: LTAM Channel StarTrac Sales Training. 

• Mcafee: Pre-sale Intel Security SIEM. 

• McAfee: VIRUSSCAN ENTERPRISE 8.7I ESSENTIALS (TECHNICAL) 

• McAfee: EndPoint Encryption for Files and Folders 4.1 Essentials  

• Kaspersky KLE Endpoint Security and Management.  

• MovileIron Enterprise Mobility Management Presale. 

• Mobile Iron University-Account Executive Fundamentals. 

• Technical Pre Sale Training of IMPERVA WAF. 

• Technical Pre Sale Training of Infoblox DDI. 

• Arbor Networks Course, Arbor’s Pravail APS and Pravail NSI

• TIBCO Spotfire Analyst Advanced Calculations.  

• TIBCO Basic Administration ST & LX.  

• WatchGuard Fireware Essentials.  




WORK EXPERIENCE
 2015-2018 – NORDSTERN TECHNOLOGIES
Position:  Pre-sale Security Engineer/Implementation 
Functions:  
· Elaboration of requirements analysis, evaluation of RFP's, RFI's, RFQ's, design, implementation and support of projects related to security solutions. 

· Execution of Concept Tests of the company's products and services as they are; Cisco Security Suite, Fortinet, Iboss, FireEye, Infoblox, WatchGuard, McAfee, MovileIron, and LogRhythm. 
· Installation, configuration, tuning of network equipment and security, derived from the multiple technical support requirements. 

· IT project management for private and public companies; planning, execution, documentation through technical memories, knowledge transfers and necessary documents. 

· Gestures of the "Problem Management" process based on the ISO / IEC 20000 - Service Management, in charge of keeping the procedure in the services administered by the company to its clients in constant execution.  

· Process manager of "non-conformities" based on ISO / IEC 27000 - Information security, responsible for monitoring "non-conformities", as well as the application of corrective measures detected during the internal/external audit. 
2012-2015 - VERIOPOINT MEXICO
Position: Information Security Engineer and Presale Jr.
Functions:  
· Technical support for multiple requirements of customer service policies, executing configurations of Final Equipment, Cisco Switches, Firewalls (FortiGate & Juniper), Arbor Networks DDoS mitigation equipment, and Red Exinda optimizer. 

· Assessment Consulting, design and implementation of secure architectures, in; data networks, wireless networks and proposal of IT solutions to our customers. 

· Conducting Concept Tests of the company's products and services as they are; Cisco, Fortinet, Exinda, and Arbor Networks. 

· Management of IT projects for private and public companies (tenders); planning and execution of work plans. 
· Deployment and implementation of 30 FortiGate equipment, several models, 65 FortiAp equipment, several models, 3 Pravail Arbor Networks equipment and 15 Exinda equipment. 
· Renewal of service policies with clients. 

2010-2012 – INSTITUCIÓN MULTIPLE GRUPO FINANCIERO
Position: Fraud Prevention Analyst  
Functions: 
· Responsible for the analysis of the high traffic monitoring of operations in the services offered by the institution via E-Banking, detecting unusual or fraudulent movements. 
· Monitoring, analysis, monitoring and solution to fraud events derived from the transaction of the national and international ATM network, in addition to a daily report to the address for statistical purposes. 
· Management of operations carried out in point of sale terminals and online stores, such as the national and international territory, in order to detect risky or fraudulent purchases. 
· Timely detection of several frauds to encrypt important.

· Reduction of losses from 100% to 20% in fraud events. 
· Detection of an average and minimum number on a weekly basis. 

SKILLS
	· Decision making. 
· Ease of speech. 

· Autodidact. 

· I work under pressure. 

· Effective communication. 

· Conflict management. 

· Teamwork. 





LANGUAGES

English    Advanced
[image: image1.jpg]