vl E fa1 i } ¢ Cisco Confidential Information Agreement: Individuals
(Vendors, Contractors, Independent Contractors, Consultants, and

CISCO Partners)

This agreement (the Agréem?m ) is @m‘efed into by and between Cisco Systems, Inc. ("Cisco” or
“Company’) and £mperting \erdnien Gotidirez v (“individuat’) in consideration of Individual

performing services at c«r for Cisco and being aiiawad physical sccess fo Cisco facilifles andfor

slactronic aceess o Cisco compuler systems (collectivel v réferrad 1o herginafter &s "Access’).

m.l_.

1. Confidential Information. Individual understands that Cisco possesses Confidential Information
which is ampartart to its business and that this Agreement creates an obligation on the partiof
Individual with respect to Confidential Information. Individual agrees as follows:

a, Definition. For purposes of this Agreement, the term “Confidential Information” shall mean any
and all (&) confidential knowledge, date or information related to Company's business or its
actual or anticipated research or development, including without limitation (i) trade secrets,
inventions, ideas, processes, saftware programs and subroutines, computer source and object
code, glgorithms, technology, data, formulae, programs, other works of authorship, know-how,
improvements, discoveries, developments, designs, and technigues; {Il) information regarding
products, services, plans for research and development, marketing and business plang,
budgets, financial statements, contracts, prices, competitors, suppliers, and customers; (i)
informiation 1 eaa*dimg the persanal data, skills andlor c‘ompeﬁsaﬁch of Caompany's efnployess,
contraciors, and any-other service providers of Company; (Iv) the existence of any business
discussions, negbtiations, or agreements between Cisco anﬁ any third party, and (v) any other
ramdartsa! mfom&txm of Company; and (b) any confidential knowledge, date or information of

a third party that is under a duty to keep confidential.

5, Non-Disclosure, Individual will kesp in confidence and trust, and will not uss ordisclese to
anyone, any Confidential Information to-anyone outside of Cisco without the prior written
rongent of an autherized Cigco representative, exc‘anﬁ as may be nacessary in the ordingary
course of performing sarvices for Cisco, and then only within the authm’ty granted by Cisco and
for the purposs stated hereln, The chixga%c}ns of confidentiality set-out inthis Agrsement shall
apply, {1} with raspe;:t to Confidential Information that conatitutes a trade sacrat of Cisco orof
any third party, at all imes during the term of Individual's assignment with Cisco and at all times
thereafter so long as such information remains 2 trade secrat, and (i) with respect to
Conficential Information that does not constitute 2 trade secret of Company, atall times during
the term of Individual's agsignment with Cisco and for a period of ti’%reﬂ (3) years thereafter,
individual will notremova any Cisco malerials, mc,udsﬂg Cenfidential Information, fromthe
business premises of Cisco, excapt as required in connection with-performance of services for
Cisco, and then only within the authority granted by Clsco and for the purpose siated herein
Cisto reta ns the right 1o refuse or to terminate the Actiess fights 1o Individuel et any time,
without prior notice, b

¢. Return of Company Property. Upon termination of cofmpletion of the ¢ontracted services or
upon Company's request at any other thme, Individual will geliver to Cisco all of Company's
property, equipment, and documents, together with all coples thergof and any other material
containing ordisclosing eny Cisco Invention or Confidential Information and certify in writing
Individual has fully complied with the foregoeing obligation. During theterm of the contract,
Individual will take steps to protect the integrity of any Confidential Information andior other
Cisco-related data on Individual's Clsco-lssued computer and other squipment. In addition, i
Individual has used any personai computer or other device, server, ore-mail system to recelve,
sfore, review, prepare or fransmit aﬁy Cisco information, including but not limited to,
Canfidential Information, Individual ggresas to provide Cisco with 3 computer-useables copy of all
Confidential Information and then permanently delete and expunge all Confidential Information
from those systemns; and Individual agrees to provide the Clsco access to Individual's systam
as:reasonably requested to verify that the necessary copying andior deletion is completed,
Individual further agrees that any property situated on Company's premises is subject o
inspection by Company's personnelat any tims with or without further notice or cansent.




Cisco Confidential information Agreement: Individuals

(Reguired For Vendaors, Contraérors, independent Contracto
and Partners To Obtain Connection end/or Badge Avcsss o

Cigoo) Page

L

Non-Emplovee Status. Individual agrees that this Agreement s not an employment
contract and that Individual will not at any time be considered an employee of Cisco within
the application of any federal, state of local laws or regulations, including but nof limited to
laws or regulations covering unemployment insurance, retirement benefits, workerg’
compensation, laber or taxes of any kind orfar the purposes of coverage underany Cisco-
sponsored benefit andior sipck plans, policies programs or arrangements, whisther or not
reduced to-writing.

3. Standard Behavior. Individual shall be responsible for abiding by the guigelines described
in the “Cisco Vendor and Independent Consultant Job Practice and Behavior Guide *
attached herein at Exhibit A, when exercising the Access rights grarited herein,

4. General. Individual agrees that any dispute in the meaning, effect, or validity of this
Agreement shall be resolved in adcordance with the laws of the State of Californiz without
regard to the conflict of laws provisions thereof. Individual further agrees that if oné or
more provisions of this Agreement are held to be unenforceable under applicable California
law, such provision(s) shall be excluded from this Agreement and the balance of the
Agreement shall be interpreted as if such provision wers so excluded and shall be
enforceable in acéordance with its terms. The Feadinas contained in this Agresment are
for convenience only, have no legal significance, and are not intended (o changs o limit
this Agreement in any matter whatsoever. Ingividual's obligations under this Agreement
shall survive the rmination of individual's services to Ciéco.

5. Injunctive Relief. Individual agrees that Cisco would sufier irrgparable iniury If Individuel
violates the confidentiality or security provisions herein, Cisce may ssek and obiain
injunctive relief against any breach or violation, or thraatened breach or violation, of the
foregoing without the posting of bond or security.

8. Waiver The waiver by sither party of any term, condition 6r provision of thig Agresment shall
niot be construgd as a waiver of any other or subseguent term. condifion or provision of this
Agregment.

7. NoLicenses, Cisco shall retain all right, title and interest to its Confidential Information. No
license under any trademark, patent or copyright, or application for same which B oW or
thereafter may be obtained by Cisco is sither grantad or implied by the disclosure of
Confidential Information or the granting of Access herain,

8. Modification. This Agresment can only be modified by 2 subsequent written agréement
executed by the Individual and an authorized representative of Cisco,

Individual;

[
Signature: : g .
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Title: | f’xﬁe”@
1 .
Date: @ﬁ'ﬁﬁ&g’mﬁ{“}ﬁk 2013,




Exhibit A: Cisco Job Practice and Behavior Guide for Non-Employees:

Vendors, Contractors independent Contractors, Consulta 5, and Access Only
¥ @

In order toensure the safaty and welfare of all individuals on Cisco pramises, and to maintain an
efficient and harmonious business organization, Ciseo expscts all vendars and independant
corsultants to maintain certain common sense standards of good conduct. These standards
apply while wsming on Cisco premises, af offsite locations where Ciseo business is being web
conoucted, at company-sponsered events, or whila accessing Cisco's systems, including, but not
limited to, its’ sites.

The following list is riot all-inclusive but represents conduct that will not be tolerated 8t or by Cises
andmay result in immediate removal of any and all access rights andfor legal action:

¢ Engaging in acts of dishonasty, fraud, theft or sabolage

» Inappropriate or unauthorized use of confidential and third party information as spacified
in the "Cisce. Caonfidential Information Agreement

» Insubordination, reéfusal to comply with instructions or failure 1 perform assionad tasks

»  Misuse, tampering, damage or destruction of any oropeny

»  Abusive, profane, vulgar. coerdive or retaliatory conduct or language, including direct or

indirect threats

e Hargssment creating an intimi idating, hostile or offensive work environment and having
the purpose or effect of unreasanably mzam‘w%ﬁg with an individual's work performance

« Fighting, encouraging s fight, wres stiing or other intantionally disruptive behavier

= Behavior that is deemead by Cisco to be detrimental to the safety, sscurity, heslth or

welfare of @ person or operations
¢ Possgssion of firearms, explosivas rwedpons of any k

s Unautherized use, sale, transfer, manufacture or possession of lllegs!l drugs, chemicals.
centrolled substances or aleohol, or being underthe tnﬁﬁens& of impaired by such
substances

s Engaging in conduct that viclates any other principle of good business behavig

« EAtgring unsuthorized Cisco faciliies or computer gystems,




